CP-19 DA INTERN FORMAL COURSE TRAINING:  

NUMBER
           COURSE TITLE
                     TRAINING SITE
DURATION
     1
Conventional Physical Security/
USAMPS
10 days


   Crime Prevention

     2
DoD Security Specialist 
DSS
15 days

     3
Industrial Security Management
DSS
 5 days

     4
Physical Security Manager Training
FLETC
3.5 days

     5
Intern Leadership Development
CAL 
 5 days

     6  
Information Security Management
DSS
10 days

     7
Personnel Security Management
DSS
10 days

     8
Advanced Physical Security Training
FLETC
 8 days

     9
OPSEC Orientation/Action Ofcr
NSA
 7 days

    10  
Risk Assessments
DSS                           5 days

    11
Crime Prevention (Level I & II)
NCPI
15 days


    12
Automated Information System Programs
Local Site
 5 days

    13               Combating Terrorism on Military Instal           USAMPS                   5 days

CORRESPONDENCE/INDEPENDANT STUDY COURSES:

     1
Law Enforcement Operations
AIPD Correspondence

     2
Military Police Control
AIPD Correspondence

     3 
Authority and Jurisdiction
AIPD Correspondence

     4
Search and Seizure
AIPD Correspondence

     5 
Release of Information and Standards


  of Conduct
AIPD Correspondence

     6  
Military Police Operations and Traffic


  Management
AIPD Correspondence

     7
Crime Scene Processing
AIPD Correspondence

     8
Search, Seizure and Temporary Storage

     
  of Evidence
AIPD Correspondence

     9                 Action Officer Development Course                TRADOC Correspondence
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A.  Comprehensive learning objectives.

    1.  Upon completion of introductory OJT, the AMC Physical Security and Law Enforcement Career Intern will be able to--

        a.  Describe the mission and organization of the assigned security office.

        b.  Summarize information on the physical security and law enforcement civilian career program management.

        c.  Identify the basic security programs, list the organizations that are involved with each of those programs, and describe the responsibilities and functions of each.

        d.  Prepare Army correspondence in the correct format and style.

    2.  Upon completion of designated formal training, the AMC physical security and law enforcement career intern should have completed and received a satisfactory grade on mandatory courses.  In addition, he should be able to demonstrate that he--

        a.  Has received a general orientation into AMC by describing in general terms the mission, organization, and functions of AMC and the relationship of AMC to the Department of the Army (DA), DoD, and the Federal Government.  The career intern should also summarize information concerning AMC career intern program management, career management, civil service appointments and employee status, Federal employee benefits, employee responsibilities, and human relations programs.

        b.  Can interpret the Army regulation for the Modern Army Recordkeeping System (MARKS).

        c.  Has studied the principles and procedures of effective writing and the application of writing principles to military communication by correctly preparing military correspondence.

        d.  Has gained an understanding of legal principles and techniques of investigation by identifying responsibilites under delimitations agreements, describing constitutional guarantees of private citizens in regard to investigations, and by conducting investigations as assigned.

        e.  Has obtained a general knowledge of electronic security by summarizing information concerning the role of the security specialist working cooperatively with the facility engineers in the structural design of facilities to incorporate intrusion detection systems and access control devices. 
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    f.  Has obtained a basic understanding and interpretation of the DoD Information Security Program by describing in general terms the criteria for classification, downgrading, and declassification of defense information and outlining requirements for safeguarding classified information.

    g.  Has obtained a basic understanding of the principles of computer data processing by describing in general terms the functions of the computer in processing business data and basic considerations during systems design.

    h.  Has gained a general knowledge of Army budgeting by contributing to the development of the security office portion of the site/installation defense business operations fund (DBOF).

    i.  Has a working knowledge of regulations, concepts, principles, and technology related to physical security.

    j.  Has a working knowledge of physical security regulations and procedures required to protect Mission Essential Vulnerable Areas (MEVAs).

    k.  Has a working knowledge of interview techniques needed to perform security inspections and surveys.

    l.  Has a working knowledge of physical security survey/inspection and technical site survey/inspection techniques.

    m.  Has a working knowledge of methods for analyzing, organizing, compiling, and reporting data obtained from physical security survey/inspections.

    n.  Has a working knowledge of risk analysis and vulnerability assessment techniques.

    o.  Has a working knowledge of regulations, concpets, principles, practices, and technology related to law enforcement operations.

    p.  Has a working knowledge of concepts, principles, and practices related to crime prevention.

    q.  Has a working knowledge of conventional arms, ammunition, and explosives (AA&E) security standards, requirements, and techniques.

    r.  Has a working knowledge of laws and regulations governing the release of information (e.g. Freedom of Information Act (FOIA), Privacy Act).
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s.  Has a working knowledge of information security program requirements as related to physical security.

t.  Has a working knowledge of automated information security (AIS) requirements as related to physical security.

u.  Has a working knowledge of personnel security program requirements as related to physical security.

v.  Has a working knowledge of industrial security program requirements as related to physical security.

w.  Has a working knowledge of operations security program requirements as related to physical security.

x.  Has a working knowledge of property and supply accountability directives, regulations, and procedures.

y.  Has a working knowledge of laws and techniques of search, seizure, and the use of force (including deadly force).

z.  Has a working knowledge of the civil rights of individuals and the rights of suspects.

aa.  Has a working knowledge of laws, regulations, and procedures pertaining to the collection, preservation, and accountability of evidence.

bb.  Has a working knowledge of security concpets and procedures for vehicle movements and parking (e.g., traffic flow patterns, traffic control devices).

cc.  Has a working knowledge of national fire prevention codes applicable to physical security.

dd.  Has a working knowledge of physical security plan of the intern training site.

